IFT 381

Group Project

**Ideas Page - Malware**

**William - leader**

Ideas -

Lockbit3 - most prolific ransomware group

BlackCat - Creative breachers

Assignments -

Research GoAnywhere MFT Attack

**Louie - researcher**

Ideas -

BlackBasta - Diverse Ransomware Group

Bianlian - Infrastructure Targeter

Assignments -

Research Moveit exploitation

**Zack - contributor**

Ideas -

Clop Ransomware group - Active Extortion Group

Akira - Public-facing Exploiter

Assignments -

Research Fiscal Damage of CL0P

**Brandon - quality assurance**

MalasLocker - Emerging Threat

Royal - Critical Infrastructure targeter

Assignments -

Research CVE exploits of CL0P

**Final Choice:**

Team project will be on CL0P analyzing 2023 Ransomware attacks with a heavy human hacking element. Research paper will be on the 2023 attacks - GoAnywhere MFT Attack & Moveit exploitation

**Census(Course of Action):**

Conduct research and pool ideas by end of the week, implement role change before next team update, end of week quality assurance will check work for validity(factual evidence), contributor will provide additional resources to research expanding on principles chosen, researcher will continue researching ransomware CL0P group, and the leader will continuing delegating tasks in relation to time constraints and schedules.

-Overall outlining the direction that we want to go with this project - pooling of ideas

***Summary : This page is where we are grouping up ideas to come to a final solution on what we want to do for the project which is malware.***